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The VDP Team would like to thank our researchers and the cyber community for your 

tremendous support this year. Your hard work has propelled 2020 to new heights, this year 

had the highest volume of new reports for VDP and our trends show we will continue this 

positive trajectory into the New Year. We would like to wish everyone a beautiful, safe holiday 

season! Happy Holidays from the VDP team! Please contact us at VDP-Questions@DC3.mil 

with your suggestions, questions, and process improvement ideas! We want to hear from you! 

If there is a delay in response, please be patient with us as we share some holiday cheer with 

our families. We will promptly reply at our earliest opportunity. Thank you!

RESEARCHER OF THE MONTH

VULNERABILITIES SINCE LAUNCH

RESEARCHERS SINCE LAUNCH

ACTIONABLE REPORTS PROCESSED

CWE-200 INFORMATION DISCLOSURE

CWE-657 VIOLATION OF SECURE DESIGN PRINCIPLES

CWE-840 BUSINESS LOGIC ERRORS

CWE-79 CROSS-SITE SCRIPTING

CWE-312 CLEARTEXT STORAGE OF SENSITIVE INFORMATION
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We are happy to announce the November 2020 DoD 

VDP Researcher of the Month Award goes to Cody 

“csharppy” Robbins with HackerOne! Cody submitted 

a CSRF and a password issue that would have led to full 

account takeovers. Keep up the great work and thank 

you for participating in the DoD Vulnerability Disclosure 

Program! Happy Hacking!
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